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ABSTRACT: 

In an educational environment, plagiarism is a crucial task that needs to be identified, in recent 

years all known journals and conferences, as well as universities, request a plagiarism report 

from students and researchers to prove the originality of published text or scientific paper. 

Plagiarism detection usually checks the text content via many of the platforms which are 

available for productive use reliably identifying copied text or near-copies of text and these 

systems usually fail to detect the images, and Files plagiarism since it is originally built for text 

mainly. In this paper, we suggest an adaptive, scalable, and extensible, robust method for image 

plagiarism which is tested in designs collect from department of architecture University of 

Technology, this method mainly compare the data (designs images) entered to the system with 

data sets saved in the database mainly these designs are saved as feature  which is one of the 

artificial intelligence algorithms and match by using k-mean clustering and the similarity check 

is done with threshold used 40% which can be changed to an accepted levels when needed. 

Using the k-mean algorithm in clustering, which is a robust artificial intelligence clustering 

algorithm giving us a strong system that is not discarding any feature extracted from the image. 

In this paper, data sets consist of 45 samples as training images saved and used in the system as 

the system database and using 48 samples as testing images which consist of original and forgery 

designs. These testing images were evaluated with 100% matching rate and 81% matching 

accuracy rating. 

 Keywords: Text, Image, plagiarism, ML.    

1. INTRODUCTION: 

Plagiarism is any identical or lightly-altered use of one's own or someone else’s work (ideas, texts, 

structures, images, plans, etc.) without adequate reference to the source. There are two main types of 

plagiarism as Text Based Plagiarism and Image Based Plagiarism. Text Based Plagiarism includes 
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‘copying textual information available from internet or other resources without proper permission and 

presenting it as their own” Image Based plagiarism includes "copying an image or portions of an image 

from the Internet or from classroom resources without permission or proper acknowledgment.” 

Hashing techniques are used in the process of plagiarism detection. Hashing is like calculating a 

fingerprint value of the image considering different parameters. There are different algorithms for 

calculating hash value like Average Hash, Difference hash, Perceptual Hash. A. Average Hash (Ahash): 

In this approach image is reduced to 8*8 and 64 bits are set based on whether colour is greater than 

average colour of the image or not. B. Difference Hash (DHash): In this type of hashing function image 

is reduced to 8*8 and then difference between pixels are calculated and their gradient is used to find 

whether image is plagiarised. C. Perceptual Hash (PHash): In this there are many functions which 

calculates footprint of the image based on the features present in the image [3][4]. Based on literature 

survey it is proven that perceptual hash is more efficient than other hashing functions. Hence in the 

proposed methodology PHash is used. 

2. LITERATURE SURVEY 

Many systems use features to compare images. In 2010 [5], the authors proposed a fast 

detection method for copy-move forgery which is mainly based on Speeded Up Robust Feature (SURF) 

descriptors, SURF provides ability to system to discard rotation, scaling, etc. Since its scalability to 

work effectively with it. Theauthors claim that their system was valid to detect regions duplication, and 

it works strongly with noise and blurring. Although the SURF provides high-speed feature extraction, 

the SIFT algorithm extracts more features than SURF and provides more accuracy.  

In 2017 [6], the authors suggested a novel passive image forgery detection method which is 

mainly built based on Local Binary Pattern (LBP) and Discrete Cosine Transform (DCT) which was 

used to detect forgeries, features obtained from a tested image by applying 2D DCT in LBP space. 

Then the system is trained and matched by using a support vector machine; the system was tested with 

3 image forgery datasets and got an accepted level of detection accuracy. The accuracy of George Bebis 

system is high, and the results were obtained after testing the system for three datasets, but the training 

time for the system is high, and it required special system requirements to handle the training process 

which is necessary with every update to the system.  
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Wei Wang (2017) in [7] proposes an optimized 3D lighting estimation method by working on a 

reflection model. Within this model, the authors took the occlusion geometry and surface texture 

information into consideration. They show that the system is effective and accurate when comparing 

the proposed method with existing 3D lighting-based forensic methods. A new technique that is used to 

detect the forgery parts but it is not effective properly with the images that have irregular shapes or 

models.  

In 2018 [4], the author proposed a new detection approach that using perceptual hashing and 

tested with newly developed similarity assessments that the author did for images, the system is using a 

ratio hashing and positioning aware Object Character Recognition (OCR) system tested with 15 

images. According to authors system output results were accurate and also very low error rate. Using 

OCR requires using a proper. 

3. METHODOLOGY 

There are two main types of plagiarism as Text Based Plagiarism and Image Based Plagiarism. Text 

Based Plagiarism includes ‘copying textual information available from internet or other resources 

without proper permission and presenting it as their own” Image Based plagiarism includes "copying an 

image or portions of an image from the Internet or from classroom resources without permission or 

proper acknowledgment.” Hashing techniques are used in the process of plagiarism detection. There are 

different algorithms for plagiarism. here we are using corpus for image and Text. 

PROBLEM DEFINITION 

The corpus and the measures form the first controlled evaluation environment dedicated to 

plagiarism detection. Unlike other tasks in natural language processing and information retrieval, it is 

not possible to publish a collection of real plagiarism cases for evaluation purposes since they cannot be 

properly anonymized. Therefore, current evaluations found in the literature are incomparable and often 

not even reproducible. Our contribution in this respect is a newly developed large-scale corpus of 

artificial plagiarism and new detection performance measures tailored to the evaluation of plagiarism 

detection algorithms 
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 OBJECTIVE OF PROJECT  

We aimed to create a corpus that could be used for the development and evaluation of plagiarism 

detection systems that reflects the types of plagiarism practiced by students in an academic setting as 

far as realistically possible. 

 

 

In above screen I am selecting and uploading ‘angular.txt’ file and then click on ‘Open’ button to get 

below result and then click on ‘Check Plagiarism’ button to get result 

 

In above screen angular.txt file matched very little with g)pB_taskb.txt corpus file and we got similarity 

score as 0.03 so no plagiarism detected and now upload any file from corpus and see result 
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In above screen I am selecting and uploading first file and then click on button to get below result 

 

In above screen LCS score is 1.0 which means 100% matched with corpus file so plagiarism detected 

and similarly not only this u may enter any text file and get result. Now click on ‘Upload Source 

Images’ link to upload all images from ‘images’ folder 

 

In above screen from all database images histogram will be calculated and store in array and whenever 

we upload new test image then both histogram will get matched and now click on ‘Upload Suspicious 

Image’ link to upload some image 
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In above screen I am selecting and uploading ‘112.jpg’ file and then click on ‘Open’ button to get 

below result 

 

In above screen we can see for database image and uploaded image we generated histogram and we can 

see there is no match in histogram so no plagiarism will be detected and now close above graph to get 

below result 

 

In above screen histogram pixel matching score is 15173 out of 40000 pixels so image is not 

plagiarised and now upload image from “images” folder and see result 
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In above screen I am selecting and uploading ‘2.jpg’ file from “images” database folder and below is 

the result 

 

In above screen we can both original and uploaded image histogram is matching 100% so plagiarism is 

detected and now close above graph to get below result  

 

In above screen histogram matching score is 40000 which means all pixels matched so plagiarism is 

detected in above result. 
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CONCLUSION 

Corpus is the first standardized corpus dedicated to the evaluation of automatic plagiarism detection 

and was successfully employed in the First International Competition on Plagiarism Detection. We 

believe that our corpus and the performance measures will become an effective means to evaluate 

future plagiarism detection research. Currently, an improved version of the corpus is being constructed.  
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